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Information Security Policy 
Statement 

Filtermist provides design, manufacture, assemble, supply, installation and servicing of filters 
including oil mist, oil smoke and dust filters, and associated accessories, and the design, 
manufacture, supply and installation of customised air movement, filtration and extraction 
systems. 

Filtermist is committed to acting responsibly in all aspects of its operation 

Filtermist recognises the responsibilities of its information security systems and responds with 
controls aimed at maintaining confidentiality, integrity and high availability.  

Paperless office systems minimise both the amount and sensitivity if information casually 
available, whilst employee induction reinforces employees’ responsibilities under both 
confidentiality and bribery and corruption rules. 

Electronic office systems differentiate between multiple user files and restricted access files 
whilst our third party IT support gives e-mail and laptop supervision as required.  

Data integrity is supported by third party systems tasked with its maintenance and protection. 

High availability relies on backup systems amongst the measures indicated in our disaster 
recovery statement.  

Information security is identified in our risk register and is reviewed regularly. 
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